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Survey on Different Routing Issues and Design 
Challenges in WSN 

 

Abstract-Wireless sensor networks give us facility of 
collecting diverse types of data at frequent intervals-
even multiple times per second-over large areas. 
Wireless sensor network (WSN) has come in 
existence as a solution to many problems where 
human intervention becomes difficult. Development 
in wireless sensor network (WSN) technology has 
provided the benefit of small and low-cost sensor 
nodes. These sensors have the capability of sensing 
various types of physical and environmental 
conditions, wireless communication and data 
processing. Variety of sensing capabilities results in 
abundance of application areas. However, Wireless 
sensor networks require different effective methods 
for data forwarding and processing. The sensor nodes 
in WSN have a limited transmission range. Sensors 
processing, storage capabilities and their energy 
resources are also limited. This paper gives a survey 
on characteristics of WSNs, design challenges and 
Routing Issues in Wireless Sensor Networks. 
Keywords 
Wireless Sensor Networks, Wireless communication, 
Routing Issues 
 

I. Introduction 
One of the most important technologies for the 
twenty-first century is the wireless sensor network 
(WSN) . It has received tremendous attention from 
both academia and industry all over the world in the 
past decades. Typically a wireless sensor network 
consists of a large number of low-cost, low-power 
and multifunctional wireless sensor nodes. These 
sensors with different capabilities such as sensing, 

wireless communications and computation. These 
sensor nodes communicate over short distance via a 
wireless medium and work together to achieve some 
common tasks such as environment monitoring, 
military surveillance, and industrial process control. 
The fundamental nature behind WSNs is that, even 
the capability of each individual sensor node is 
limited though the aggregate power of the entire 
network is sufficient for the required mission. The 
deployment of sensor nodes is performed in an ad 
hoc fashion without careful planning and engineering 
is observed in much WSN applications. After 
deployment the sensor nodes must be able to 
autonomously organize themselves into a wireless 
communication network.  Generally, the sensor nodes 
are battery-powered and are expected to operate 
without attendance for a relatively long period of 
time. In most of the cases it is very difficult as well as 
impossible to recharge or change batteries for the 
sensor nodes. WSNs have different characterized 
with denser levels of sensor node deployment; sever 
power, computation, higher unreliability of sensor 
nodes and memory constraints. So, the unique 
characteristics and constraints present has to face 
many new challenges for the development and 
application of WSNs [1, 2, 3, 6]. 

The severe energy constraints of large 
number of densely deployed sensor nodes requires a 
suite of network protocols to implement various 
network control and management functions like node 
localization, synchronization and network security. 
Due to the energy-constrained nature of such 
networks the generation to generation routing 
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protocols have several shortcomings when applied to 
WSNs. For example, flooding technique in which a 
given node broadcasts data and control packets that it 
has received to the rest of the nodes in the network. 
Until the destination node is reached this process 
repeats. The energy constraint imposed by WSNs 
does not consider by this technique.  It leads to the 
problems such as implosion and overlap, when used 
for data routing in WSNs [7, 8, 9, 12]. Thus the 
flooding technique is blind techniques where 
duplicated packets may keep circulate in the network 
and sensors will receive those duplicated packets, 
causing an implosion problem. The neighbors will 
receive duplicated packets when two sensors sense 
the same region and broadcast their sensed data at the 
same time. The gossiping technique can be applied to 
overcome these problems of flooding [10]. In 
gossiping technique after receiving a packet by 
sensor it would select randomly one of its neighbors 
and send the packet to it. This process repeats until 
all sensors receive this packet. By using gossiping 
technique,  a given sensor would receive only one 
copy of a packet being sent. There is a significant 
delay for a packet to reach all sensors in a network 
while gossiping tackles the implosion problem. 
Furthermore, when the number of nodes in the 
network increases these inconveniences comes 
forward. To solve design and application issues and 
overcome the constraints of WSNs a large number of 
research activities have been carried out. This paper 
discuses various routing protocols for wireless sensor 
network. Also paper discusses the network 
characteristics and design objectives and the network 
design challenges and routing issues are described. 

II. Characteristics of Wireless 
Sensor Network 

The network characteristic have quick impact on 
network design. The traditional wireless 
communication networks like mobile ad hoc network 
(MANET) and cellular systems, wireless sensor 
networks have the following unusual characteristics 
and constraints: 
1) Dense sensor node deployment: These sensor 
nodes can have several orders of magnitude higher 
than that in a MANET and they are usually deployed 
densely. 
2) Battery-powered sensor nodes:  These sensor 
nodes are usually powered by battery and are 
deployed in a harsh environment where it is very 
difficult to recharge or change the batteries. 
3) Severe energy, computation, and storage 
constraints: These sensors nodes are having highly 
limited energy, computation, and storage capabilities. 

4) Self-configurable: These sensor nodes are  
randomly deployed and autonomously configure 
Itself  into a communication network. 
5) Unreliable sensor nodes: Due to deployment of 
sensors in harsh or hostile environment.  These 
sensor nodes are prone to physical damages or 
failures. 
 6) Data redundancy: In most application of sensor 
network, sensor nodes are densely deployed in a area 
of interest and collaborate to achieve a common 
sensing task. So the data sensed by multiple sensor 
nodes typically have a certain level of correlation or 
redundancy. 
7) Application specific: A sensor network is typically 
designed and deployed for a specific application. 
With its application the design requirements of a 
sensor network change. 
8) Many-to-one traffic pattern: In most applications 
of sensor network, the data sensed by sensor nodes 
flow from multiple source sensor nodes to a 
particular sink, showing a many-to-one traffic 
pattern. 
9) Frequent topology change: Network topology 
changes frequently due to the node failures, energy 
depletion, damage, addition or channel fading. 

III. Wireless Sensor Network 
Design Objectives 

Most sensor networks are application specific and 
have different application requirements. Following  
all or some  main design objectives are considered in 
the design of sensor networks:- 
1) Small node size: Since sensor nodes are typically 
deployed in a severe or unfriendly environment in 
large numbers, reducing node size can easier node 
deployment. Also it reduces the power consumption 
and cost of sensor nodes. 
2) Low node cost: Since sensor nodes are typically 
deployed in a severe or unfriendly environment in 
large numbers and cannot be reused, reducing cost of 
sensor nodes is important and will result into the cost 
reduction of whole network. 
3) Low power consumption: Since sensor nodes are 
powered by battery and it is often very hard or even 
impossible to recharge or charge their batteries, it is 
crucial to reduce the power consumption of sensor 
nodes so that the lifetime of the sensor nodes, as well 
as the whole network is extend. 
4) Scalability: The number sensor nodes in sensor 
networks are in the order of tens, hundreds, or 
thousands hence the network protocols designed for 
sensor networks should be scalable to different 
network sizes. 
5) Reliability: Designed sensor network protocols 
must provide error control and correction 



International Journal of Scientific Engineering and Applied Science (IJSEAS) - Volume-1, Issue-4, July 2015 
                              ISSN: 2395-3470 

www.ijseas.com 
 
 

191 
 

mechanisms for ensuring the reliable data delivery 
over error-prone, noisy and time-varying wireless 
channels. 
6) Self-configurability: In sensor networks, once 
deployed, sensor nodes should be able to 
autonomously organize themselves into a 
communication network and rearrange their 
connectivity in the event of topology changes and 
node failures. 
7) Adaptability: A node may fail, join, or move in 
sensor network which would result in changes in 
network topology and node density. It is necessary 
that the network protocols designed for sensor 
networks should be adaptive to such density and 
topology changes. 
8) Channel utilization: Communication protocols 
designed for sensor networks should efficiently make 
use of the bandwidth to improve channel utilization 
because of limited bandwidth resources of sensor 
networks. 
9) Fault tolerance: Sensor nodes are suffered to 
failures due to harsh deployment environments and 
unattended operations. So the sensor nodes should be 
fault tolerant. Sensors have the abilities of self-
calibrating, self-testing, self-repairing and self-
recovering. 
10) Security: To prevent the data information in the 
network or a sensor node from unauthorized access 
or malicious attacks, a sensor network should 
introduce effective security mechanisms. 
11) QoS support:  Different applications in sensor 
networks may have different quality-of-service (QoS) 
requirements in terms of delivery latency and packet 
loss. So the network protocol design should consider 
the QoS requirements of specific applications. 
 

IV. Routing Issues and Network 
Design Challenges 

Several network constraints the design of routing 
protocols for WSNs is challenging. WSNs affected 
badly by the limitations of several network resources 
such as bandwidth, energy, central processing unit, 
and storage [11, 13]. Following are the main aspects 
of design challenges in wireless sensor networks [4, 
11,  13]. 
1) Limited energy capacity: Since sensor nodes are 
battery powered so they have limited energy 
capacity. Energy poses a big challenge for network 
designers in unfriendly environments, the best 
example is a battlefield, where it is impossible to 
access the sensors and recharge their batteries. The 
sensor will become faulty and will not be able to 
function properly when the energy of a sensor 
reaches a certain threshold, which will have a major 

impact on the network performance. Thus, routing 
protocols designed for sensors should be as energy 
efficient as possible to prolong their lifetime, and 
hence extend the network lifetime while guaranteeing 
good performance overall [5]. 
2) Sensor locations: The design of routing protocols 
challenge is to manage the locations of the sensors. 
Many proposed protocols assume that the sensors 
either are equipped with global positioning system 
(GPS) receivers or use some localization technique 
[14] to learn about their locations. 
3) Limitation of hardware resources: Sensor nodes 
have limited processing and storage capacities with 
the limited energy capacity and thus can only 
perform limited computational functionalities. The 
hardware constraint offers many challenges in 
software development and network protocol design 
for sensor networks. It not only considers the energy 
constraint in sensor nodes, but also considers the 
processing and storage capacities of sensor nodes. 
4) Massive and random node deployment: 
Deployment of sensor node in WSNs is application 
dependent and can be either manual or random.  
Finally it affects the performance of the routing 
protocol. There are many applications where sensor 
nodes can be scattered randomly in an intended area 
or dropped massively over an inaccessible or 
unfriendly region. When the resultant distribution of 
nodes is not uniform then optimal clustering becomes 
necessary to allow connectivity and enable energy 
efficient network operation. 
5) Unreliable environment and network 
characteristics:  Typically sensor network operates 
in a dynamic and unreliable environment. Senor 
defines the topology of a network where the 
communication links between the sensors changes 
frequently due to sensor addition, deletion, damages, 
or energy depletion and node failures. The sensor 
nodes are linked by a wireless medium, which is 
error prone, noisy and time varying. Hence, the 
routing paths should consider network topology 
dynamics due to limited energy and sensor mobility 
and also with increasing the size of the network to 
maintain specific application requirements in terms 
of coverage and connectivity. 
6) Aggregation of Data: The sensor nodes may 
generate significant redundant data and similar 
packets from multiple nodes can be aggregated to 
reduce the number of transmissions. To achieve 
energy efficiency and data transfer optimization in a 
number of routing protocols the data aggregation 
technique has been used. 
7) Diverse sensing application requirements: Sensor 
networks have a huge range of diverse applications. 
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There is no network protocol which meets the 
requirements of all applications.  Hence the routing 
protocols should guarantee data delivery and its 
accuracy so the sink can gather the required 
knowledge about the physical phenomenon on time. 
8) Scalability: Routing protocols must be able to 
scale with the network size. The sensors may not 
necessarily have the same capabilities in terms of 
processing, sensing, energy and particularly 
communication. Therefore the communication links 
between sensors may not be symmetric means a pair 
of sensors may not be able to have communication in 
both directions. The routing protocols should be take 
care of these things [15]. 
 
 

Conclusion 
Now a day’s wireless sensor network have been used 
in everywhere such as school, colleges, battle field 
etc. Wireless sensor networks provides the facility of 
collecting  diverse types of data from temperature to 
imagery and sound  at frequent intervals and even 
multiple times per second over large areas. Wireless 
sensor networks are extending current capabilities 
and will allow researchers to conduct studies that are 
not feasible now. So this paper discusses the 
characteristics of WSNs .Also discusses the design 
challenges and routing issues in wireless sensor 
network. 

ACKNOWLEDGMENT 
 I am thankful to Dr. Shyamrao V. Gumaste  Sir, 
Prof. Gajanan S. Deokate and Prof. Sandip A. Kahate 
Sir for their guidance. I also thank the college 
authorities for providing the required infrastructure 
and support. Finally, I would like to extend a heartfelt 
gratitude to my  friends and family members. 

 
 

REFERENCES 
[1] S. Vasudevan, M. Adler, D. Goeckel, and D. Towsley, 
“Efficient  algorithms for neighbour discovery in wireless 
networks,”IEEE/ACMTrans.Netw., vol. 21, no. 1, pp. 69–
83, Feb. 2013. 
[2]S.K. Singh, M.P. Singh, and D.K. Singh, “A survey of 
Energy-Efficient Hierarchical Cluster-based Routing in 
Wireless Sensor Networks”, International Journal of 
Advanced Networking and Application (IJANA), Sept.–Oct. 
2010, vol. 02, issue 02, pp. 570–580. 
[3]. S.K. Singh, M.P. Singh, and D.K. Singh, "Energy-
efficient Homogeneous Clustering Algorithm for Wireless 
Sensor Network", International Journal of Wireless & 

Mobile Networks (IJWMN), Aug. 2010, vol. 2, no. 3, pp. 
49-61. 
[4]. Jun Zheng and Abbas Jamalipour, “Wireless Sensor 
Networks: A Networking Perspective”, a book published 
by A John & Sons, Inc, and IEEEE, 2009. 
[5]. S. Misra et al. (eds.), Guide to Wireless Sensor 
Networks, Computer Communications and Networks DOI: 
10.1007/978-1-84882-218-4 4, Springer-Verlag London 
Limited 2009. 
[6].Ivan Stojmenovic and Stephan Olariu. Data-centric 
protocols for wireless sensor networks. In Handbook of 
Sensor Networks, Chapter 13, pages 417–456. Wiley, 2005. 
[7] Christopher Ho, Katia Obraczka, Gene Tsudik, and 
Kumar Viswanath, “Flooding for reliable multicast in 
multi-hop ad hoc networks”, In Proceedings of the 3rd 
International Workshop on Discrete Algorithms and 
Methods for Mobile Computing and Communications 
(DIAL-M’99), 1999, pp. 64–71. 
[8]Ming Liu, Jiannong Cao, Guihai Chen, and Xiaomin 
Wang, “An Energy-Aware Routing Protocol in Wireless 
Sensor Networks”, Sensors 2009, vol. 9, pp. 445-462. 
[9]. Luis Javier García Villalba, Ana Lucila Sandoval 
Orozco, Alicia Triviño Cabrera, and Cláudia Jacy Barenco 
Abbas, “Routing Protocol in Wireless Sensor Networks”, 
Sensors 2009, vol. 9, pp. 8399-8421. 
[10]. E. Zanaj, M. Baldi, and F. Chiaraluce, “Efficiency of 
the Gossip Algorithm for Wireless Sensor Networks”, In 
Proceedings of the 15th International Conference on 
Software, Telecommunications and Computer Networks 
(SoftCOM), Split–Dubrovnik, Croatia, September, 2007. 
[11] Jamal Al-Karaki, and Ahmed E. Kamal, “Routing 
Techniques in Wireless Sensor Networks: A Survey“, IEEE 
Communications Magazine, vol 11, no. 6, Dec. 2004, pp. 6-
28. 
[12]. I.F. Akyildiz, W. Su, Y. Sankarasubramaniam, and E. 
Cayirci, “A Survey on Sensor Network”, IEEE 
Communication Magazine, vol. 40, no. 8, Aug. 2002, pp. 
102-114. 
[13]. Kemal Akkaya and Mohamed Younis, “A Survey on 
Routing Protocols for Wireless Sensor Networks”, Ad hoc 
Networks, vol. 3, no. 3, May 2005, pp. 325-349. 
[14]. N. Bulusu, J. Heidemann, and D. Estrin, “GPS-less 
Low Cost Outdoor Localization for Very Small Devices”, 
IEEE Personal Communication Magazine, vol. 7, no. 5, 
Oct. 2000, pp. 28-34. 
[15]. Y. X:u, J. Heidemann, and D. Estrin, "Geography-
informed energy conservation for ad-hoc routing" 
Proceedings ACM/IEEE MobiCom'01, Rome, Italy, July 
2001, pp. 70-84. 


	Acknowledgment

